
 

124 East Main Street ▪ P.O. Box 458 ▪ Ephrata, PA 17522-0458 

 
February 6, 2006 
 
 
VIA ECFS 
Marlene H. Dortch 
Office of the Secretary 
Federal Communications Commission 
445 12th Street S.W. 
Washington, DC 20554 

 
 
Re:  EB Docket 06-36; EB-06-TC-060 

 Certification of CPNI Filing 2-6-06 
Denver and Ephrata Telephone and Telegraph Company 

 CPNI Compliance Certificate and  
 Statement of CPNI Operating Procedures and Policies 

 
 

Dear Ms. Dortch, 
 
Pursuant to the Federal Communications Commission’s February 2, 2006 Public Notice (DA 06-258) 
directing all telecommunications carriers to submit a compliance certificate to the Commission as required 
by section 64.2009(e) of the Commission’s rules, Denver and Ephrata Telephone and Telegraph 
Company submits the following: 
 

• Carrier certificate for most recent period  
• Statement of CPNI Operating Procedures and Policies 
 
 

Please contact me at (717) 738-8169 if you have any questions. Thank you. 
 
Sincerely, 

Jeanne Price 
Regulatory Relations Supervisor 
 
cc via electronic mail:   
 Byron McCoy, Telecommunications Consumers Division, Enforcement Bureau 
 Best Copy and Printing, FCC Copy Contractor



 

 



 

 



 

 



 

 



 

Statement of CPNI Operating Procedures and Policies 
 

Denver and Ephrata Telephone and Telegraph Company (the “Company”) 
has operating procedures designed to ensure that the Company is in compliance 
with the FCC’s Customer Proprietary Network Information (“CPNI”) rules.   
 
 The Company has implemented a system by which the status of a 
customer’s CPNI approval can be clearly established by Company personnel 
prior to their use of CPNI.  Specifically, the main screen on a customer’s account 
has a flag indicating the customer’s approval, or denial, for the Company to use, 
disclose, or access the customer’s CPNI.  In addition, prior to marketing any 
service, the Company generates a list of customers based on the CPNI approval 
status of each account.   
 
 Company personnel are trained as to when they are and are not 
authorized to use CPNI, and personnel are subject to disciplinary action for 
failure to comply with CPNI rules. Specifically, upon employment, all personnel 
must acknowledge they have read and understand the Company’s Customer 
Confidentiality and Communications Policy and sign an agreement.  In addition, 
information relative to CPNI and applicable CPNI rules are posted on the 
Company’s intranet homepage and included in the Company’s Voice Customer 
Service Manual.   
 
 The Company keeps records of its sales and marketing campaigns that 
use CPNI.  Specifically, the Company completes a report for each campaign 
including a description of the campaign and the customers targeted by the 
campaign.  Customers who have elected not to permit the disclosure of their 
CPNI are excluded from the campaign. The records are maintained for a 
minimum of one year.  CPNI has never been requested from or provided to third 
parties.  If CPNI were ever to be provided to third parties, the Company would 
maintain records of that provision for a minimum of one year. 
 
   The Company has established a supervisory review process regarding 
carrier compliance with the CPNI rules.  Specifically, the Company has 
acknowledgements from each of its employees that they have read and 
understand the Customer Confidentiality and Communications Policy.  Second, 
the Company’s Voice Customer Service Manual outlines CPNI rules.  Finally, the 
importance of protecting the confidentiality of CPNI is raised and stressed at 
each staff meeting and all employees with access to the customer record system 
are aware that all access to CPNI is monitored and identified internally by the 
system. 
 
 The Company will provide written notice to the FCC within five business 
days of any instance where the required opt-out mechanisms do not work 
properly, to such a degree that consumers’ inability to opt-out is more than an 
anomaly.    
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